**Памятка для руководителя ОУ по защите персональных данных**

**Действия по защите персональных данных**

1. Сформированы и посланы уведомления об обработке персональных данных в Роскомнадзор (Федеральная служба по надзору в сфере связи, информационных технологий и массовых коммуникаций). Организация появилась в реестре операторов персональных данных. <http://www.rsoc.ru/personal-data/register/>
2. Назначен ответственный за защиту персональных данных в ОУ.
3. Принято положение об организации работ по защите персональных данных.
4. Собраны разрешения на обработку персональных данных от всех субъектов, чьи персональные данные будут обрабатываться. (работники ОУ, ученики, родители).
5. Проклассифицированы используемые ИСПДн (информационные системы персональных данных). Составлены акты классификации ИСПДн
6. Составлена и утверждена необходимая организационно-распорядительная документация. Имеются следующие документы:

* Положение об организации работ по защите персональных данных. (Приказ «О проведении комплекса мероприятий по защите персональных данных»)
* Приказ «Об организации работ по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных»
* Журнал учета машинных носителей персональных данных
* Журнал учета средств защиты информации, эксплуатационной и технической документации к ним
* Журнал проверок на наличие компьютерных вирусов в автоматизированной системе
* Инструкция по организации антивирусной защиты
* Инструкция по организации парольной защиты
* Инструкция по организации резервирования и восстановления программного обеспечения, баз персональных данных информационной системы персональных данных организации
* Инструкция пользователя АРМ, выделенного для обработки конфиденциальной информации
* Приказ о лицах, допущенных к работе с персональными данными в информационных системах персональных данных
* Список сотрудников, доступ которых к персональным данным, обрабатываемым в информационных системах, необходим для выполнения служебных (трудовых) обязанностей
* Обязательства сотрудников о неразглашении конфиденциальной информации
* Модель угроз безопасности персональным данным при их обработке в информационной системе персональных данных